itrezzo Push Web Service (BETA)
Introduction

The itrezzo Push web service provides a route for external applications to manipulate itrezzo Mandatory Browser Lists (MBLs). Methods are provided to:

· get the properties of all current lists

· create a new list or modify the properties of an existing one

· create a browser channel (with or without cached content) on a set of handhelds

· delete a channel from specific devices, or from all devices which have previously received a browser push

The application consists of an ASPNET web service supported by two backend Windows services. The individual components can be installed on a single box running or can be distributed on separate servers. 
Installation
The installation package (iAServices.msi) requires Windows 2000 or later, workstation or server, but Windows 2003 Server is suggested. The web service component requires IIS 5.0 or later to be installed. All components have a dependency on .NET Framework 2.0 or above.

The itrezzo Exchange Data Service must run under a domain account with Owner rights on the mailbox used by the separate itrezzo Agent service. If that feature is selected to be installed (which is the default condition) the Logon Information dialog will appear
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Logon Information
The follwing lagan nformation is used by iADataServizeEX.

Speciy 3 logon account forthe Exchange Data Service. This account must have
et fights on the maibos used by the rezza Agen. Lse the Browse bulton to chaose:
 user account from your network. For domains, user names must be in the format of
DOMAINAUserName.

UserName: [irezz0srvitiezzoagent Browse.

Password: [

Create New User.

<Back [ MNew> Cancel





Configuration
Each component has a configuration file in its installation folder that controls its function. 
Exchange Logon

The Exchange Data Service must create a MAPI session to read and write data from Exchange. It must logon to the same mailbox that is used by the main itrezzo Agent service. Edit iADataServiceEX.exe.config file in the iAServices\ExDataSvc directory to provide the logon parameters for the Exchange mailbox used by the itrezzo Agent. If a MAPI profile exists on the machine then you can supply it as the value of the ExProfile key. Otherwise enter the Exchange server name for ExServer and the mailbox alias (or SMTP address) as the value of ExAlias.
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<7xm version="1.0" encoding="utf-8" 7> =
<conigurations’
<appsettings
add key="configeort” valu
5500 Key-Exserver value
<add key="Exalias” valu
<add key="Exprofile” value
<add key="Logpath” valu
<add key="Logname" value="1AbaTaserviceex.log"/>
<add key="Logax" value="2"/>
<add key="TraceLevel” value="verhose”/>
<add key="Eventlevel” valie="information"/>
</appsettings>

</configurations





Once the config file has been updated with the Exchange logon parameters you should manually start the itrezzo Exchange Data Service in the Services applet. 

Remoting

The three components communicate with each other via .NET Remoting over TCP channels using specified ports. If there is a conflict with some other application using that port you will need to change the value for the server application and also edit the client’s config file so that it can find the server. 

iADataServiceEx.exe.config: by default the application opens a channel on 9845. Edit the ConfigPort key if there is a conflict port. 

iAConfigurationManager.exe.config: the Configuration Manager Service is a client of the Exchange Data Service. The value of RemotePort must match the value of ConfigPort on the server. If the server is located on a different machine then edit RemoteHost to supply the NETBIOS name of that box. 

The Configuration Manager listens on port 9984; edit LocalPort if there is a conflict on that port.
Web.config: the web service communicates with the Configuration Manager using a channel specified by ConfigPort plus ConfigServer. If both applications are running on the same machine then ConfigServer can be blank. 
Logging

By default each component writes entries to both the Application event log and to a separate text file in the Logs sub-directory of the main installation folder. The level of detail is controlled separately by entries in the config file for each application. The TraceLevel key is for text logging and EventLevel is for the event log. Possible values for each key are 

off
error
warning
verbose
The LogMax specifies a maximum size (in MB) for a text log. Once a file reaches the specified size it is moved to a zip archive in the same folder and a new log file is created. 

By default the LogPath value for the two services is set to “..\”, which is a relative path pointing to the Logs folder in the parent directory. Since the web service is hosted in IIS the assembly does not run from the install directory, so an absolute path must be supplied. If the Push service is NOT installed below “C:\Program Files\iAServices” then you should edit the web.config file for the Push web service to supply the correct LogPath.
Use

The install package will attempt to create a virtual directory named iAServices in the Default Web Site on the local machine, so by default the end point will be http://localhost/iAServices/PushService.asmx. 

To use the interface connect to the web service at it end point and call one of the methods. 

Methods

getPushLists

This returns an array of PushList objects exposing some of the properties of the Mandatory Browser Channels that currently exist in the itrezzo Agent container.
pushBrowserChannel

This method can be used to create a new browser channel or modify the properties of an existing channel. Once the channel has been created or modified it will be pushed to the handheld devices for the supplied target SMTP addresses (and/or DLs), if the user is licensed for EPS.
deleteBrowserChannel

Calling this method will delete the channel on every active device where it has previously been pushed. The browser channel will be no longer display in the Mandatory Browser Channels container in the itrezzo Agent administrator, but it won’t actually be deleted and will still appear in the response to the getPushLists method. 
deleteBrowserChannelForList 
This method is similar to deleteBrowserChannel, but it only deletes the channels for the supplied target list, and does not “delete” the Mandatory Browser Channel. 
Test Application
The install includes a VB.NET application that demonstrates how to call the service, which can be found in the TestPushSvc directory. 

Clicking Get Lists calls the getPushLists method, which returns the ChannelId values that must be supplied for the other methods.
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Enter the ChannelId and one or more target addresses (separated by line feeds) to push a browser channel to one or more devices.
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Known Issues

Read and Unread Icons Not Saved
MDS does not actually push browser channel icons to the device. Instead the push message can include URLs where the device can retrieve 28x28 PNG icons to use for the Read and Unread states of the channel. When a Mandatory Browser Channel is created using the standard itrezzo Agent admin the binary content for each icon is preserved in the database. The agent supplies that content when a handheld requests an icon via the URL.
The pushBrowserChannel method accepts two icon URL parameters, but it does not verify, retrieve or store the content. Consequently any browser channel that is created using this method will appear with the default icon in IA-Admin. An application that includes an icon URL parameter in a pushBrowserChannel request must assume responsibility for supplying the binary content whenever a device makes a request to that URL. If the binary icon content has been associated with a browser channel through the IA-Admin interface then the push request to MDS will include the standard itrezzo URLs for the icon(s).
Changes to Target Lists Not Preserved
Each call to pushBrowserChannel should include a targetList array with one or more members. The channel will be pushed to each valid device and the itrezzo Agent repository will keep a record of each device PIN that received the push so that the channel can be automatically removed in the future if desired. 

If this is a new channel (meaning that the itrezzo Agent repository does not have an existing Mandatory Browser Channel with the same ChannelID) then the valid targets will be saved to the channel when it is created. But if the channel already exists then the values in the targetList array will not be used to modify the existing target list. This is due to some complications related to the fact that target lists can include nested DLs as well as individual addresses. 
NotifyURL

A browser channel push is asynchronous – a request is submitted directly to the MDS server, but that request may not reach the target handheld for up to ten minutes (or at all), depending on connectivity. The MDS server will optionally send a notification of the ultimate status of the request once it has either been received by the handheld or has timed out. The web service push and delete methods accept a notifyURL parameter for this purpose. This value is saved to the Mandatory Browser Channel record and will be used in subsequent requests that just supply channelID and targetList. However the current itrezzo Agent admin does not expose or us this property.
